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Learning Outcomes. By the end of 
the session you can;

• Describe some of the potential risks

• Know how to reduce the risk of harm 

• Identify useful resources and guidance





Is there a minimum age before  
children can use Social Media ? 





OFCOM “Children and Parents media 
use and attitudes report “2017

• 60% of parents who child sues FB 
unaware of age restrictions

• 80% Instagram

• 85% Snapchat

• 43% would allow child to use S. Media 
before reaching the minimum age

• 95% mediate their child's use of internet.





“My recent experience with a large group of year 

5 and 6,s in Cheltenham was nearly all were on 

Facebook, most used Snapchat and Instagram 

and some actually had You tube accounts. 

Dave Wasley Safeguarding Consultant 



What % of children 9-16 use 
smartphones 

• 20

• 50

• 80

( Net Children “ Go Mobile  2014)



• 50 % but it is more today !!!!!! Most 
research concludes 85% of children 
aged 10 plus access internet in the 
privacy of their bedrooms. 



What is “livestreaming”  ?



Livestreaming 

• “Broadcasting of real time , uncensored , 
live video to captive audience “

• You Tube
• Instagram
• Musical.ly
• Lively 
• Twitch
• Live.me
• Periscope ………………………………..



What % of children ,8-17, 
reported “ livestreaming “

• 20

• 33

• 66

(Power of an Image 2017) 



• 33 % , we know the ages of victims 
is getting lower and lower 



According to most research what is the % of 
children who report they would talk to a parent 
or teacher if they were upset about something 
“on line “

• 10

• 20

• 40

• 60



“We have a problem Houston “ !!

• 20 % 

WE NEED TO PART OF OUR CHILDS 
ON LINE LIFE 



What are the threats today ?



• Cyber bullying

• Private Information

• Phishing

• Scams

• Malware

• Reputation

• Radicalisation

• Sextortion

• Grooming

• Live streaming 
•



Mental Health 

• Health ( Time spent on line )

• Emotional well being ( Pressure to be 
popular, bullying )

• Self Harm ( Promotion of self harm )

• Self esteem ( Body image )



E safety risks/ threats ; the three 
“Cs”

• Inappropriate contact

• Inappropriate conduct

• Inappropriate content 



FANTASY AND REALITY ?  

Adolescence and  Risk taking behaviours !!!!! 



A scary world for parents and professionals 



“ There is a big difference between what 

concerned parents understand and what their 

technologically savvy children know. The rapid 

pace at which new media are evolving has left 

adults and children stranded either side of a 

generational digital divide…. The trouble is that 

although as adults we instinctively know how to 

protect our children offline, we often assume that 

their greater technological expertise will ensure 

they can look after themselves online. But 

knowledge is not the same as wisdom.”

(“ Digital Dangers “ Barnardo's 2015) 







GROOMING



On Line Grooming 

• Children live on line 

• Contacting is easy

• Very skilled abusers

• Victims becoming younger 





The privacy of the child's room ? 





“Sexting and Sextortion”  

•The Law

•The loss of control

•Reputations 

• IT WILL PROBABLY BE HAPPENING AT YOUR SCHOOL 







BE CREATIVE 

AVOID PERSONAL INFORMATION

12-15 CHARACTERS,LOWER AND HIGHER CASE , SYMBOLS 

MAKE IT MEMORABLE TO YOU  





www.thinkuknow.co.uk



CEOPS  SELF REPORT



VODAFONE DIGITAL PARENTING 



REPORT ANONYMOUSLY AND CONFIDENTIALLY 



www.interent.matters.org



www.ineqe.com



Ineqe; produce useful free video briefings on internet issues 



TIPS FOR PARENTS 



Virgin you tube install filters



Conversations                       Use of technical tools 

Impose rules                           Direct supervision



Learning Outcomes: So can you 

• Describe some of the potential risks

• Know how to reduce the risk of harm 

• Identify useful resources and guidance





David Wasley 07510 144213

davidwasley@dwpact.com

www.dwpact.com

Please contact for any
safeguarding needs ;
• All safeguarding training
• Annual safeguarding update
• E safety for staff or parents
• Policy development / review
• Consultancy / Advice 
• Investigation


